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Whistleblowing Policy 
Last Update: 01/04/2024 

1. Introduction 
The company POBUCA SIEBEN MIKE hereby referred to as "POBUCA" having its headquarters in Gerakas, 
A ca, Greek (3 Aristomenous & Kodrou TK 15344), applies Greek (N 4990/2022) and European legisla on 
(Direc ve 2019/1937) for the protec on of persons who report or reveal viola ons of European Union 
law. 

2. Scope 
The purpose of this Whistleblowing Policy ("the Policy") is to clarify the process for inves ga ng complaint 
reports coming from external par es. 

The Company has appointed a Report Receiving and Monitoring Officer (RRMO). The RRMO, among 
others, confirms to the Whistleblower the receipt of the report within seven (7) working days and the 
provides informa on to the Whistleblower about ac ons performed within a reasonable period, which 
shall not exceed three (3) months from the acknowledgement of the receipt.  

This Policy concerns: 

• the repor ng process through the Company's internal channels, 
• the process of receiving and monitoring these reports by the Company, 
• the protec on framework provided to the Reporters / Whistleblowers. 

At POBUCA: 

We act with honesty, integrity, and fairness in all aspects of our ac vi es. 

We expect our employees and partners to always follow the highest standards of professionalism and 
ethical behavior. 

We appreciate the assistance of those who wish to raise concerns that we may need to address, by 
encouraging our employees and others in the workplace to speak up, and by ensuring that those 
individuals are protected from any nega ve consequence. 

We follow recognized best prac ces, as well as the applicable Greek legisla on for the protec on of 
persons who report viola ons of EU law, as they apply from me to me. 

We establish these repor ng procedures is of utmost importance to POBUCA to maintain a healthy 
business environment, as well as our reputa on, success, and ability to operate effec vely, both now and 
in the future. 

Our Company wishes to foster a transparent business environment and a high level of business ethics. 
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3. Definitions 

3.1 Report 
The term "Report" means the imcoming informa on, through the procedures defined in this Policy, about 
acts or omissions that cons tute (or there are reasonable grounds to believe that they cons tute): 

1. breach of EU law, i.e. EU law rules that fall into the following fields: 

• of public contracts, 
• financial services, products and markets, as well as the preven on of money laundering and 

terrorist financing, 
• product safety and compliance, 
• transport safety, 
• the protec on of the environment, 
• radia on protec on and nuclear safety, 
• food and feed safety, as well as animal health and welfare, 
• public health, 
• consumer protec on, 
• the protec on of privacy and personal data, as well as the security of network and informa on 

systems, 

2. viola on affec ng the financial interests of the European Union, as well as viola ons related to the 
internal market, including viola ons of the Union's rules on compe on, state aid, as well as viola ons 
regarding acts that violate the rules on corporate taxa on or se lements. 

This list is not exhaus ve but is intended to illustrate the ma ers that fall within the scope of this Policy. 

The informa on regarding the above viola ons also include reasonable suspicions regarding viola ons, 
which have been commi ed or are very likely to be commi ed in the Company, as well as a empts to 
conceal viola ons. 

Reports involving viola ons of na onal law, such as labor claims, adverse discrimina on, wage disputes, 
disciplinary issues, workplace harassment, etc., are not covered by this Policy. 

The provisions of this Policy do not affect and do not exclude in any case the direct report to the Na onal 
Transparency Authority (hereina er "NTA"). 

3.2 Reporter / Whistleblower 
This Policy concerns the following categories of persons (hereina er "Reporters" or " Whistleblowers"): 

i. the employees of the Company, regardless of whether their employment is full- me, part- me, 
permanent or seasonal. 

ii. the self-employed, consultants or home workers, 

iii. the shareholders, the persons who belong to the administra ve or management body of the Company, 
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iv. the volunteers, paid or unpaid interns, 

v. any persons outsourced by contractors, subcontractors and suppliers. 

vi. former employees regarding informa on obtained in the context of an employment rela onship, which 
has ended for any reason, future (poten al) employees regarding informa on obtained during the 
recruitment process. 

4. Submission and Receipt of Reports 
Any employee, as well as any other person defined in paragraph 3.2, who has obtained informa on about 
viola ons as men oned in paragraph 3.1 during their work du es, has the right to submit a Report, which 
can also be made anonymously. 

POBUCA makes available different repor ng mechanisms, including the op on to submit an anonymous 
report. POBUCA encourages eponymous referrals for which it guarantees confiden ality. The internal 
report is submi ed in wri ng or orally. Reports are submi ed to POBUCA in one of the following ways:  

(a) Verbally by physical presence through a personal mee ng with the POBUCA Report Receiving and 
Monitoring Officer (RRMO) at a mutually agreed upon loca on 

(b) Orally by telephone communica on with the RRMO at the number +30 2130 179200 

(c) In wri ng to the e-mail address of the RRMO, as follows: whistleblowing@pobuca.com  

(d) By postal mailing an anonymous or eponymous le er to the address of the Company POBUCA SIEBEN 
MIKE, Aristomenous 3, 15344 Gerakas, A ca, at the a en on of RRMO marked "Confiden al" 

(e) In paper form directly to the RRMO of POBUCA by delivering the wri en report to him/her. 

(f) Through the repor ng pla orm at  www.sieben.gr/whistleblowing-policy 

and www.pobuca.com/whistleblowing-policy 

A person making a report doesn’t need to have absolut certainty or hard proof; a bona fide suspicion will 
be sufficient, if they had reasonable grounds to believe that the report was necessary to uncover the 
breach. 

Our company is commi ed to protec ng external stakeholders who have filed in good faith a report 
without abusing the Whistleblowing Policy against bad consequences. 

However, knowingly repor ng false or malicious informa on is expressly prohibited. Abuse of the 
repor ng system may lead to measures being taken against the person who commi ed the abuse and 
also to criminal sanc ons, based on Law 4990/2022. 

In any case, the Whistleblower is encouraged to share any informa on known to him/her (such as 
sufficient details of the incident and the person (or persons) involved or present any documenta on that 
could effec vely verify the validity of the reported incident in order to facilitate research. 
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Any expression of complaint, protest, dissa sfac on and/or opinion, which is not submi ed through this 
procedure, is not recognized, and not treated by POBUCA as a whistleblowing report and in this case this 
Policy does not apply. 

Reports must be detailed and provide useful and relevant informa on that allows effec ve verifica on of 
the validity of the reported facts. When the Whistleblower has the relevant informa on, it is par cularly 
important that the Report include: 

• a detailed descrip on of the events that occurred and how the Reporter became aware of them, 

• the date and place of the events, 

• the names and capaci es of those involved, or informa on that allows their iden fica on, 

• reference to any documents or other factors that can substan ate the reported facts 

If the Whistleblower does not wish to submit a message anonymously, they have the op on to submit the 
complaint anonymously and are guaranteed anonymity throughout the process. 

The Company guarantees that all messages received will be treated confiden ally. More specifically, our 
Company guarantees to keep the Whistleblower' s iden ty confiden al throughout the process, unless its 
disclosure is deemed necessary for the effec ve inves ga on of the case (eg in the context of any judicial 
or legal process). 

POBUCA will keep records of any report received by the RRMO, in accordance with the confiden ality 
requirements set by Law. 

5. Review of Report and follow-up actions 
 
The RRMO will take the necessary ac ons and conduct a prompt and accurate inves ga on, respec ng 
the principles of impar ality, fairness and confiden ality towards all par es involved. 

A er the submission of the Report, the RRMO: 

(a) Within seven (7) days will inform the Whistleblower of the receipt of his pe on by paper or electronic 
form. 

(b) Processes and evaluates the Report’s content, ascertaining whether the standard condi ons of the 
report are met (as defined in paragraph 3.1). In case of the standard elements of paragraph 3.1 are not 
met, the RRMO may request from the pe oner, in case of an eponymous Report, to give more 
informa on so that the processing and evalua on of the Report may proceed. In case of an anonymous 
report, the RRMO may set the report on file without proceeding with any further ac on. 

(c) The RRMO may, in the exercise of its du es, request from the pe oner in case of an eponymous 
Report, further informa on regarding the report and the suspicions/opinions/data/facts/incidents that 
led to its submission. 
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(d) Once the RRMO has collected all the necessary informa on regarding the report from the 
Whistleblower, examines with professional ethics, integrity and impar ality, demonstra ng due diligence, 
the seriousness and reliability of the report and decides whether there are grounds for further 
inves ga on by the Company. 

Specifically: 

Reasons for not further inves ga ng the report: The RRMO may, a er evalua on, end the process by 
archiving the report by sta ng in wri ng (in paper or electronic form) the reasons for archiving, which 
indica vely and not restric vely, include: 

1. The formal condi ons of paragraph 3.1 are not met. 

2. The reference is unintelligible. 

3. The report is submi ed improperly. 

4. The report does not contain incidents that cons tute a viola on according to this Policy, nor there are 
no serious indica ons of such a viola on. 

5. The report does not provide sufficient informa on to substan ate the allega on, despite the efforts of 
the RRMO towards the Whistleblower to fill in the deficiencies. 

6. The report requires an inquiry into a person's sensi ve personal data (eg sexual orienta on, health, 
religious or poli cal beliefs). 

7. The issue has already been resolved. 

The RRMO is obliged to no fy the relevant decision on the filing of the report to the Reporter who, if he 
considers that the issue has not been dealt with efficacy, may resubmit it to the Na onal Transparency 
Authority (hereina er "NTA."). 

(e) As long as the report meets the formal condi ons of paragraph 3.1 and none of the nega ve reasons 
of item "Reasons for not inves ga ng the report" reasons, the RRMO proceeds as follows: 

(g) Inves gate within a reasonable me the report. 

The RRMO may cooperate to the extent possible and in the appropriate manner, considering any 
confiden ality commitments in place, with the Report's Evalua on Commi ee to inves gate the report, 
and work together proposals to resolve the issue. 

The Report Evalua on Commi ee consists of: 

• the Head of Internal Audit of the Company 
• the Company's Data Protec on Officer 
• the Head of Human Resources 

If the RRMO deems it necessary, he/she inves gates the report with the Management with the assistance 
of the Company's Head of Internal Audit. 
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If the RRMO deems it necessary, he/she refers the report to external law enforcement or a regulatory 
authority, depending on its severity. To the extent that the report is related to violence and harassment 
within the meaning of ar cles 3 and 4 of Law 4808/2021, the Company ensures the coopera on and 
provision of all relevant informa on to the competent authori es, if requested. 

If the RRMO deems it necessary, he/she handles of the report according to the Company's disciplinary 
procedure. 

Any delay in the handling of the Report by the RRMO should be sufficiently jus fied. 

Persons par cipa ng in the inves ga on of the report are subject to confiden ality at all stages of the 
ongoing inves ga on. Based on this obliga on, they must not disclose informa on about the iden ty of 
the Whistleblower, or the involved par es. 

The RRMO provides informa on to the Whistleblower during the inves ga on about the ac ons taken 
within a reasonable period of me, which shall not exceed three (3) months from the acknowledgment of 
receipt, or if no acknowledgment has been sent to the Whistleblower, three (3) months from the end of 
seven (7) working days from the submission of the report. 

The RRMO informs the Whistleblower about the provision of independent legal advice in order to ensure 
his rights. 

Upon comple on of the inves ga on, the RRMO informs the Whistleblower of the outcome. The update 
includes how the issues that arose were dealt with and the correc ve measures taken. The Whistleblower 
may submit a request for further inves ga on. 

The RRMO keeps minutes regarding the results of the inves ga on. 

The RRMO submits annual reports to the Company’s Management of for all the reports received and 
managed during the year, but also whenever this is necessary. 

To protect the Whistleblower from bas consequences, the RRMO monitors the progress of the report for 
one (1) year from the date of comple on of the inves ga on. 

If the Whistleblower considers the solu on provided to be insufficient, he may submit the report to one 
of the external mechanisms, as provided for by na onal and European legisla on: 

(i) Na onal Transparency Authority (ΝΤΑ): Competent authority for the receipt, management and 
monitoring of reports submi ed and concerning viola ons that fall within the scope of Law 4990/2022 
"Incorpora on of the Direc ve (EE) 2019/1937 of the European Parliament and of the Council of 23 
October 2019 (L 305) and other urgent regula ons" is defined as the ΝΤΑ. 

(ii) In addi on, Ar cle 40 of the Code of Criminal Procedure (CPC) provides for the obliga on of private 
individuals to sue for criminal acts, to the Prosecutor or any inves ga ve officer. 

(iii) Ci zen's Advocate: The na onal independent authority " Ci zen's Advocate" is an addi onal external 
disclosure mechanism for private sector workers. 
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(iv) Compe on Commi ee: The Compe on Commi ee is an independent administra ve authority and 
repor ng body for viola ons of na onal and EU compe on law, while it has been designated as the 
external repor ng channel regarding viola ons of Ar cles 101 and 102 of the Treaty on the European 
Union Func oning, which concern business partnerships and prac ces abuse. 

6. Confidentiality and Reporter Protection against Bad Consequences 
POBUCA, by encouraging the repor ng of any conduct that may fall within the scope of this Policy, 
guarantees the confiden ality of each Report and the informa on contained therein, as well as the 
anonymity of the Reporter, even if it is subsequently proven that is incorrect or unfounded. 

POBUCA ensures that the repor ng process respects the condi ons of confiden ality, as defined by this 
Policy, the Company's Privacy Policy and applicable na onal and European legisla on. 

Specifically:  

1. Personal data and any kind of informa on that leads, directly or indirectly, to the iden fica on of the 
Whistleblower, is not disclosed to anyone other than the RRMO who is responsible to receive and follow 
up the reports, unless the Whistleblower consents. POBUCA and RRMO take the appropriate technical and 
organiza onal measures, such as pseudonymiza on techniques, when submi ng, receiving and 
monitoring the report as well as when communica ng with the authori es, if necessary. 

2. The iden ty of the Whistleblower and any other informa on may be disclosed only in the cases required 
by Union or na onal law, in the context of inves ga ons by the authori es or as a result of legal 
proceedings, and if this is necessary to ensure the defense rights of the involved par es. 

3. Disclosures pursuant to par. 2. are made a er prior wri en informa on to the Whistleblower regarding 
the reasons for disclosure of his/her iden ty and other confiden al informa on unless this informa on 
undermines inves ga ons or judicial proceedings. A er being informed, the Whistleblower may submit 
wri en confiden al observa ons to the Authority making the disclosure in accordance with par. 2. If these 
observa ons are not considered sufficient by the Authority, then disclosure of the iden ty and other 
confiden al informa on of the Whistleblower is not prevented. 

This is without prejudice to further safeguards of the iden ty of the Whistleblower and the informa on 
from which it can be deducted as provided by Union or na onal law. 

The consequences against Whistleblowers may take a variety of forms. They may be direct or indirect, and 
come from the Whistleblower 's superiors, colleagues, external partners and/or clients. They may take 
place before, during or a er the repor ng and produce adverse results or significant professional changes 
for the Whistleblowers. Any form of consequences against Whistleblowers is prohibited, including threats 
and retalia on. 

In par cular, the following forms of consequences are prohibited in detail: 

• suspension, dismissal or other equivalent measures; 
• demo on, omission or depriva on of promo on; 
• removal of du es, change of place of work, reduc on of salary, change of working hours, 
• denial of professional Training, 
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• nega ve performance evalua on or nega ve professional recommenda on; 
• reprimand, imposi on of a disciplinary or other measure, including a monetary penalty, 
• coercion, in mida on, or harassment. 
• discrimina on or unfair treatment, 
• not conver ng a temporary employment contract into a permanent one, 
• non-renewal or early termina on of a temporary employment contract, 
• inten onal harm, including reputa onal damage, especially on social media, or financial loss, 

including business loss and loss of income; 
• blacklis ng, based on a sectoral or sectoral formal or informal agreement, which may mean that 

the person will not find a job in the sector or industry in the future; 
• early termina on or cancella on of a contract for goods or services; 
• revoca on or cancella on of a diploma or license, 
• referral for psychiatric or medical follow-up, 
• refusing or withholding reasonable accommoda ons for persons with disabili es. 

Any act of discrimina on against the Whistleblower or act that is likely to discourage other persons subject 
to this Policy from making disclosures, will not be tolerated. 

POBUCA guarantees that the iden ty of the Whistleblower will not be disclosed to anyone other than 
authorized staff members responsible for receiving or monitoring the reports, unless the Whistleblower 
gives their express consent, or disclosure is required by applicable Union law or na onal law. In the la er 
case, the Whistleblower will be informed in wri ng in advance, unless otherwise provided for in the 
relevant legisla on. 

In the case of Reports made in accordance with this Policy and applicable law, the Whistleblower cannot 
be held liable for defama on, infringement of intellectual property rights, breach of confiden ality, data 
protec on rules and disclosure of trade secrets, etc. The Whistleblower will also not be held responsible 
for their conduct in obtaining informa on or accessing informa on contained in the Report, provided that 
it does not cons tute a criminal offense in its own. 

7. Processing of Personal Data 
 
POBUCA acts as a Controller and processes the personal data contained in the reports submi ed, in 
accordance with European and na onal legisla on (indica ve and if submi ed: name of the 
Whistleblower, telephone, e-mail address, name of the involved par es, details of other persons who have 
knowledge of the reported incident). 

In its capacity as Data Controller, it informs that the personal data of the Whistleblowers and any other 
involved party, which are obtained during the handling of the Reports, will be processed in full compliance 
with the provisions of the current legisla on on personal data protec on. 

POBUCA provides its employees and other persons en tled to submit a Report, as described in paragraph 
4 of this policy, with the internal channels for repor ng viola ons of EU law and processes said data for 
the purpose of effec vely receiving and monitoring Reports, ensuring their correct handling, their 
documenta on, and the protec on of the Whistleblowers. 
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The processing of personal data will be limited to what is absolutely necessary to document the Report 
and to serve the above legal and legi mate processing purposes and, in par cular, to the name of the 
Whistleblower (if he chooses to disclose it) as well as his contact informa on or any other of par es 
involved, in his workplace and in other data that he chooses to disclose. 

POBUCA processes personal data through this process for the above purposes based on its compliance 
with a legal obliga on (Ar cle 6 par. 1 (c) GDPR), i.e. compliance with the obliga on to establish repor ng 
channels and take the necessary measures for monitoring them, as provided by the legisla on for the 
protec on of persons who report viola ons of Union law, as applicable from me to me. 

Furthermore, it processes said data for the purpose of compiling anonymized reports based on its 
legi mate interest (Ar cle 6 para. 1 (f) GDPR) for transparent and proper administra on. 

Any procedures and inves ga ons involving data processing will be entrusted, under the supervision of 
the PRMO, to duly appointed employees, specially trained to manage the Repor ng procedures or to 
selected third party experts, such as external lawyers or consultants, with special emphasis on protec ng 
the confiden ality of the par es involved and personal data in Reports. 

Furthermore, POBUCA may transfer to the inves ga ve authori es personal data and the informa on 
obtained in the reports, which may be used as evidence in administra ve, civil and criminal inves ga ons 
and proceedings. If it is necessary to transfer the data outside the European Economic Area, POBUCA takes 
the necessary protec ve measures in accordance with the applicable legal requirements, to ensure that 
the data receives protec on equivalent to that provided by the applicable data protec on legisla on in 
the European Economic Area. 

In this context and during the data processing ac vi es that take place to verify each Report, POBUCA 
takes all the appropriate technical and organiza onal measures for the security of personal data, to ensure 
the confiden ality of their processing and their protec on from accidental or wrongful 
destruc on/loss/altera on, prohibited dissemina on or access and any other form of wrongful 
processing. In addi on, it binds with confiden ality clauses and the obliga on to maintain confiden ality, 
all persons who have access to or process personal data on its behalf. 

For preven ng a empts to obstruct and delay the inves ga on process a er a Report, the Company, in its 
capacity as Data Controller, does not provide relevant informa on regarding the processing of their 
personal data to the Whistleblower and to any third party included in the Reports being Data Subjects and 
also does not sa sfy their respec ve data rights when exercised by them for as long as necessary (Right to 
informa on & access, Right to rec fica on, Right to dele on, Right to restric on of processing, Right to 
object to processing, Right to portability).  

In these cases of restric on of the rights of data subjects, if POBUCA refuses to sa sfy said rights, without 
informing about the reason for the restric on, the data subject has the right to file a complaint with the 
Data Protec on Authority, as provided by law. 

8. Maintenance of Records and Reports 
The RRMO keeps a record of every report it receives, in accordance with the confiden ality requirements 
provided for in Ar cle 5 hereof. The file for each report includes the following: 



 
 

10 
Aristomenous 3, Gerakas, Athens, Greece | +30 2130 179 000 | www.pobuca.com 

(i) reference number, subject, Whistleblower (if known), and means of submission; 

(ii) date and me the report was received; 

(iii) informa on regarding the inves ga on of the report, including minutes taken, and 

(iv) final finding of the inves ga on. 

Reports are stored for a reasonable and necessary period of me, in order to be retrievable and to comply 
with the requirements imposed by this Policy, the Union and/or na onal law and in any case un l the 
comple on of any inves ga on or judicial process that has been ini ated as a result of the report. 

When a telephone line or other telephone messaging system is used to make a report: 

• the recording of the conversa on is allowed, as long as the Whistleblower has legally consented 
to it. The RRMO has the right to document the submission of a report orally, either by a recording 
of the conversa on in a stable and retrievable form, or by a full and accurate transcript of the 
conversa on, prepared by RRMO, giving the Whistleblower the opportunity to verify, correct and 
agree with the transcript of the conversa on by signing it. 

• without recording the conversa on, RRMO has the right to document the submission of a report 
orally in the form of accurate minutes of the conversa on, which are drawn up by him/her, 
providing the Whistleblower with the opportunity to verify, correct and agree with the minutes of 
the conversa on by signing them. 

When a person requests a mee ng with the RRMO to submit a report, subject to the consent of the 
Whistleblower, complete and accurate minutes of the mee ng are kept in a stable and retrievable form, 
either by a recording of the conversa on in a stable and retrievable form, or by accurate minutes of the 
mee ng, drawn up by RRMO, giving the pe oner the opportunity to verify, correct and agree to the 
minutes of the mee ng by signing them. 

In case of refusal to sign the minutes provided above, a relevant men on is made by the author of the 
minutes. 

9. Revision and Posting of Policy 
The Company reserves the right to revise this Policy, so that it meets the needs as they are formed on a 
case-by-case basis and always in accordance with the current legal and regulatory framework. 

The Policy is published as it applies from me to me on the Company's website at the link 
www.sieben.gr/whistleblowing-policy  


